E safety committee meeting 2.4.14
Present: 

Nick Ridell, e-safety governor
Hilary Tyreman –head teacher and Designated Child Protection Officer

Daniel King –ICT co-ordinator and e-safety co-ordinator
Lisa Spry- e-safety and ICT teaching assistant. 

Tony Halfyard- Parent representative. 
AV – year 5 class 6

IT – year 5 class 6

Mrs Tyreman was the chair person for this meeting 

1. Introductions 
2. Actions completed since last meeting
· Individual pupil logins for all KS2 children, to meet accreditation guidelines.
· New filtering system provided by ICT4, to monitor all internet activity and the effectiveness of the school internet filters. 
· Additional e-safety information and resources added to school website and regular e-safety messages sent home through school newsletter.
· All children took part in Safer Internet Day and watched a live stream from SID (Safer Internet Day) TV, plus a letter was sent home to promote SID TV to parents.
· Completed a detailed e-safety survey, following analysis of the CEOP survey, with questions created by the children in e-safety club.
· E-safety club started and new tablet software installed to teach e-safety. After completion of the modules the children get a e-safety certificate. 

3. Actions still needing to be met since last meeting.

· To complete a secure home login for staff, to ensure the best possible data protection.
· E-safety evening for parents with children leading sessions on internet safety. 
4. Agenda points for this meeting. 
· E-safety committee to monitor and assess new filtering system with the support of G.Phillips. 
Action          Guy explained the robustness of the new filtering system and how 
Internet use can be easily monitored including any breaches in security by any user. We now need to develop a more age appropriate filtering system to allow privileges for older children. This would ensure that children become more open about their use of technology and can be taught how to deal with certain situations which may arise. i.e Bring their own phones or tablets into school for a lesson, using youtube safely. 
· E-safety committee to review e-safety incident logs.
Action 
· All happy with how the incidents have been dealt with this year. Parents have been kept informed and children have shown positive behaviours after being informed of any incidents.
· As a school we have a reporting CEOP button on our school website, however we would like this to become more evident our home page. We also have e-safety anonymous box in school, this this needs further promotion in school assemblies. (Examples to be given by Mr King on what should be going in the e-safety box).
· Furthermore, children and parents are to be made more aware of the sanctions for inappropriate use of the internet, with posters around the school and on the internet. 
· Review data analysis of recent e-safety survey and suggest future changes to e-safety curriculum.
Action
· Main points of data analysis addressed and ideas suggested as a group about how new research can be used in next terms e-safety curriculum.
· E- safety club to look at the data and feedback to each key stage. 

· At the next meeting we will discuss with the e-safety representatives (AV, IT) how we can address any further points brought up from our research.

· We also need to send out a survey to parents about their e-safety knowledge and what they would like us to cover in our e-safety curriculum. 
5. AOB (Any Other Business)

6. Date and time of next meeting
Action   End of June.
